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« VPD is “ahead of the curve’;

 Implementing a Storage Area Network (SAN);

« At the moment of siezure, the investigator assumes role of trusted custodian;
 There is reliance on VPD’s EDRMS to make explicit all links between records.
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The Digital Records Forensics Project integrates

archival diplomatics, computer forensics and the law of evidence to develop
concepts and methods:
 to recognize records produced by and removed from complex digital systems;
 to determine their authenticity, reliability & accuracy; Diplomatics
« to maintain records acquired from crime scenes or created by police to pursue

crime over the long term so that their authenticity will not be questioned,

 to identify & develop a new discipline of digital records forensics,;
+ to identify intellectual components of an education program.
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