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Why an application profile for 
authenticity? 

 Metadata are human- and machine-readable assertions about 
information resources, discussed primarily in the context of 
access and retrieval, and preservation 

 The need for authenticity of those resources and the ability to 
authenticate them is recognized, but as yet not systematized 

The Goal: 1) develop an application profile grounded in the 
findings of the InterPARES that connects theory with functional 
requirements for authenticity metadata, and 2) test it in the 
context of cIRcle, the University Institutional Repository at UBC 



Context of this research 

 International Research on Permanent Authentic Records in 
Electronic Systems 3 (InterPARES 3) 

 University Institutional Repositories: Copyright and Long-
Term Preservation 

 cIRcle @ UBC 

 City of Vancouver Archives & Archivematica 



Functional Requirements 

 Presumption of authenticity 

 Interoperability 

 Description 

 Retrieval 

 Meaningful display 

 Parsimony 



Authenticity 

 The trustworthiness of a record as a record; i.e., the quality of 
a record that is what it purports to be and that is free from 
tampering or corruption 

 Authenticity = Identity + Integrity 

 Identity: The whole of the characteristics of a document or a 
record that uniquely identify it and distinguish it from any 
other 

 Integrity: The quality of being complete and unaltered in all 
essential respects 



Domain models 



Domain models 



What are the sources? 



Chain of preservation 



Areas of description 

 Identity 

 P-persons 

 D-date 

 S-subject (action or matter) 

 B-bond 

 A-attachments 

 Integrity 

 T-technology 
 F-form 

 SS-seals & signs 

 AU-means of authentication (inc 
digital sig, attestation etc 

  R-rights and access; H-handling 
(office) 

 DO-external documentation and system metadata (policy, context, appraisal, 
transfer, audits of system activity, requests on the records)  



Elements 



Crosswalks 

 CoP model 

 PREMIS 

 Dublin Core 

 MoReq 2010 

 Function           MoReq 2010    Dublin Core       CoP  AuthAP Description  



Term Records 



Next steps 

 Refine – finish creating term records 

 Test in cIRcle, the University of British Columbia’s 
institutional repository 
 Test case: student theses and dissertations 

 Currently using enhanced Dublin Core, primarily for access 

 These are university records and as such require a more robust 
metadata application to ensure their authenticity over time 

 Refine – parsimony! 

 Make available 



Thank you! 

 Corinne Rogers cmrogers@interchange.ubc.ca 

 Joe Tennis jtennis@uw.edu 

 Elizabeth Shaffer eshaffer@interchange.ubc.ca 
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